
OeKB enhances application security, saves time and resources, and 
automates access provisioning with Identity Manager

Strengthening 
security with a unified, 
centralized approach

Since 1946, OeKB Group has provided a range of 
financial services to individuals and small, midsize, 
and large businesses throughout Austria. In 
addition to offering banking services, the company 
provides export, capital market, and energy market 
services, as well as development financing to 
thousands of customers. 

Security is critical to OeKB, which must manage 
identities and ensure reliable, secure access 
to financial applications to its 500 employees 
and its customers. To address increasingly 
stringent security and compliance requirements 
and more efficiently manage the onboarding 
of new employees, OeKB implemented One 
Identity Manager and Identity Manager – Data 
Governance Edition. 

Using One Identity, OeKB automates the 
provisioning and deprovisioning of users internally 
and externally. The solution gives the company a 
unified governance approach for all employees, 
whatever their role or access level, and it enhances 
security by centralizing and streamlining identity 

Country:  Austria

Industry:  Financial Services

Website:  www.oekb.at/en/

OeKB Challenges
• Ensure reliable and secure access to financial 

applications 

• Simplify provisioning and deprovisioning of 
account users 

• Address increasingly stringent security 
requirements 

• Manage different roles internally and externally

Benefits
• Provides a unified approach to identity and 

access management

• Enhances security by centralizing and 
streamlining processes

• Saves time for IT staff

•  Gives users self-service capabilities

Solutions
• One Identity Manager

• One Identity Manager  – Data Governance 
Edition 

®

http://www.whatever.com
https://www.oekb.at/en/
https://www.oneidentity.com/products/identity-manager/
https://www.oneidentity.com/products/identity-manager-data-governance/
https://www.oneidentity.com/products/identity-manager-data-governance/
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and access management. The company’s IT staff 
saves time because fewer people and internal 
processes are required.

About One Identity
One Identity delivers unified identity security 
solutions that help customers strengthen their 
overall cybersecurity posture and protect  
the people, applications and data essential  
to business. Our Unified Identity Security  
Platform brings together best-in-class Identity 
Governance and Administration (IGA), Access 
Management (AM), Privileged Access Management 
(PAM) and Active Directory Management 
and Security (ADMS) capabilities to enable 
organizations to shift from a fragmented  
to a holistic approach to identity security. One 
Identity is trusted and proven on a global scale – 
managing more than 500-million-plus identities  
for more than 11,000 organizations worldwide.  
For more information, visit www.oneidentity.com. ”

“We have to manage many 
accounts and applications, and 
One Identity Manager helps us 
do that in a fast and secure way. 
It’s an easy-to-use, centralized 
tool that simplifies management, 
so we don’t have to use multiple 
tools for identity management.
Christian Zotter- Technologist Lead, IT Services
OeKB
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